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**Test File Extensions Handling for Sensitive Information**

In web servers, file extensions are commonly used to quickly determine which technologies, languages, and plugins must be used to fulfill the web request. While this is following RFCs and Web Standards, using standard file extensions provides the penetration tester with useful information about the underlying technologies used in a web appliance and greatly simplifies the task of determining the attack scenario to be used on specific technologies. Furthermore, web server misconfiguration could quickly reveal confidential information about access credentials.

Please click on this url to perform this lab <http://wstg.alnafi.com/>